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Abstract of the contribution: it proposes Key Issue #<X>: Service architecture support for Ambient IoT Services and Ambient IoT devices.
1. Discussion
During SA#102 discussion, the WT#5 has been merged into WT#1 at the last moment discussion. 

	SP-231756
	SP-231803

	· WT#1 Architecture to support Ambient IoT

NOTE 2:
 WT#1 will take into account the RAN study outcome and outcome of WT#3, WT#4 and WT#5. 
· WT#5 Architecture support of the following security related aspects

· WT#5.1 Study architecture aspects to support security, including validation of the device’s ID.

· WT#5.2 Study how to securely disable the capability of an Ambient IoT device or a group of Ambient IoT devices to transmit RF signals. 
NOTE 4:
WT#5 requires coordination with SA3.
	· WT#1 Architecture to support Ambient IoT including support of security, validation of the device’s ID, and securing device operations and services for an Ambient IoT device or a group of Ambient IoT devices.
NOTE 2:
WT#1 will take into account the RAN study outcome and outcome of WT#2 and WT#3.
NOTE 3:
WT#1 requires coordination with SA3 and enable/disable device operation will be handled by SA3.

NOTE 4:
Charging aspects for Ambient IoT will be studied by SA5.




However, WT#1 focuses the service architecture which is led by SA2 and the previous WT#5 is the security architecture which is led by SA3.

Besides, as NOTE2 highlighted, WT#1 will take into account the RAN study outcome. As approved by RAN, both topology1 and topology2 are in the scope of the study, but there is no standalone WT for topology2 UE management, e.g. UE authorization as intermedia node in Topology2, which should be considered in service architecture. Also RAN will study the air interface for the Ambient IoT devices, the non-AS layer protocol stack for the Ambient IoT devices is also under the SA2 responsibility, which should also be considered in service architecture. 
Hence, the study for service architecture and security architecture are quite different, e.g. the following:
· In service architecture support, it is mainly about e.g. the functionality split for different NFs, UE authorization as intermedia node, the protocol stack for the Ambient IoT devices, etc.
· In security architecture support, it is mainly about e.g. validation of the device’s ID, and securing device operations
If mixing service architecture and security architecture into one KI, the solution sorting will be difficult.

Proposal: it is proposed to separate service architecture study and security architecture study into two KIs.
	This key issue aims at addressing the following points for FS_AmbientIoT:
· Study the service architecture to support Ambient IoT Services and communication with one or multiple Ambient IoT devices, e.g. functionality split for different NFs, UE authorization as intermedia node, non-AS layer air protocol stack for the Ambient IoT devices, etc.
NOTE 1:
This KI needs to take into account the RAN study outcome and outcome of other KIs.
NOTE 2:
Charging aspects for Ambient IoT will be studied by SA5.



	This key issue aims at addressing the following points for FS_AmbientIoT:
· Study the security architecture to support Ambient IoT Services and communication with one or multiple Ambient IoT devices, e.g. validation of the device’s ID, and securing device operations.  

NOTE :
It requires coordination with SA3 and enable/disable device operation will be handled by SA3.




Proposal1: this paper proposes a KI for service architecture support.
Proposal

It is proposed to add the following key issue to the TR 23.700-13.
START OF CHANGES (all new text)
5.X
Key Issue #<X>: Service Architecture support for Ambient IoT Services and Ambient IoT devices
5.X.1
Description

This key issue aims at addressing the following points for FS_AmbientIoT:
· Study the service architecture to support Ambient IoT Services and communication with one or multiple Ambient IoT devices, e.g. functionality split for different NFs, UE authorization as intermedia node, the protocol stack for the Ambient IoT devices, etc.
NOTE 1:
This KI needs to take into account the RAN study outcome and outcome of other KIs.
NOTE 2:
Charging aspects for Ambient IoT will be studied by SA5.

END OF CHANGES
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